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Warum brauchen wir Monitoring
der Anwendungsleistung

(Application Performance
Monitoring, APM)?

Kurzer Hinweis: In diesem Leitfaden besprechen wir das Monitoring der Anwendungsleistung (APM)

als einen der Grundpfeiler der Observability. Zusammen mit Logs und Metriken spielt APM eine

entscheidende Rolle bei der Erstellung von Systemen mit Observability.

Unternehmen sind auf Anwendungen angewiesen

Anwendungen sind der 6ffentliche Auftritt moderner Organisationen. Sie sind unsere Schnittstelle zu Produkten
und Diensten, egal ob es sich um eine E-Commerce-Site, eine Mitfahr-App oder um die verschiedenen
Zusammenarbeits- und Produktivitats-Tools geht, die wir tagtaglich verwenden. Wenn wir ein Paar Kopfhorer

in unseren digitalen Einkaufskorb legen oder die perfekte Playlist flr eine Dinnerparty zusammenstellen,
interagieren wir mit — und bilden unsere Meinung lUber - Anwendungen. Markenwahrnehmung, Treue und

Bewertungen basieren auf diesen Erlebnissen.

Q
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Leistungsprobleme bedeuten Ertragseinbu3en

Denken Sie an die Anwendungen, mit denen Sie arbeiten, oder an Ihre personlichen Gerate zuhause.
Was fallt Ihnen ein? Wie benutzerfreundlich sind diese Apps und Gerate? Wie schnell reagieren sie?
Wie haufig treten Fehler auf? Wirken sich die Antworten auf diese Fragen auf lhre Wahrnehmung

der Unternehmen aus, von denen diese Angebote stammen?

Wenn Anwendungen nicht wie erwartet funktionieren,
wirkt sich dies direkt auf das Geschaft aus. Ertrage und

das Vertrauen der Verbraucher stehen auf dem Spiel.

Wenn ein digitaler Einkaufskorb nicht funktioniert,
wechseln die Nutzer zu einem anderen Shop, und

die Verkaufe sinken. Wenn die Reaktionszeiten tber
langere Zeit langsam sind oder haufig Fehler auftreten,
werden sogar treue Nutzer irgendwann aufhéren, das

Produkt oder den Dienst zu nutzen. Jede Organisation

weiB3, was Ausfallzeiten fir ihren Ertrag bedeuten.
Die mittlere Erkennungszeit (MTTD) und die mittlere
Wiederherstellungsfrist (MTTR) haben ihren Preis.

Moderne, cloudnative Apps sind komplex

Angesichts der Art, wie Anwendungen entwickelt und bereitgestellt werden, und der aus dieser Umstellung

resultierenden Komplexitat, ist eine umfassende Leistungsiiberwachung noch dringender erforderlich.

Die Einflihrung von Microservice-Architekturen hat die Art und Weise verandert, wie Anwendungen erstellt
und gepflegt werden, da diese Architekturen kontinuierliche Integration und Skalierbarkeit in bisher
unvorstellbarem AusmaB ermaoglicht haben. Aber die verteilte und vielsprachige (in vielen unterschiedlichen
Sprachen und Frameworks geschriebenen) Natur dieser Architekturen bedeutet auch zusatzliche Komplexitat.
Fur kontinuierliche Integration und Automatisierung sind haufige Codepushes erforderlich, und die Leistungs-
iberwachung ist wichtiger als je zuvor, um Probleme schnell patchen oder Anderungen riickgéngig machen

zu kénnen, wenn ein Deployment nicht plangemaR verlaufen ist.

Mit cloudnativen Entwicklungsmethoden kénnen Teams kontinuierlich hervorragende digitale Erlebnisse fir
ihre Benutzer bereitstellen, schnell auf Feedback reagieren und bei Bedarf umschwenken. Die im Hintergrund
arbeitende Maschinerie fiir die Verarbeitung jeder einzelnen Anforderung bleibt den Nutzern dabei verborgen.

Also, wie behalten Teams ihre Anwendungen im Blick?

Wir Menschen kénnen solche Mengen an Daten nicht sinnvoll verarbeiten. Wir brauchen eine organisierte

Ansicht mit einem klaren Weg zu den Antworten. Wir brauchen APM.
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Was genau ist APM?

APM ist eine Lésung zum Erfassen, Uberwachen und Analysieren der End-to-End-Leistung und des Verhaltens
von Transaktionen Uber Ihre Anwendungen hinweg (und die Dienste, von denen die Anwendungen abhangen).
APM misst das Erlebnis der Nutzer, ab dem Moment, in dem sie mit der Anwendung interagieren, bis zum

Erreichen der gewlnschten Ergebnisse.

Durch diese direkte Verbindung zum Benutzererlebnis ist APM eine Briicke zwischen IT und Geschéftszielen.
Die Beziehung ist nicht genau 1:1, hat jedoch eine positive Korrelation. Durch die kontinuierlichen Einblicke in die
Leistung Ihrer Anwendungen kénnen Sie mit APM proaktiv arbeiten, anstatt auf Probleme zu reagieren, nachdem

Sie Uber Ihr Ticketingsystem oder sogar lber soziale Medien mit Kundenbeschwerden tiberschwemmt wurden.

End-to-End-Transparenz

Sobald eine Anwendung instrumentiert wurde, kdnnen Sie an den resultierenden Daten exakt erkennen, was in
der Anwendung vor sich geht. APM Uberwacht Transaktionen tber deren kompletten Verlauf hinweg und misst

samtliche Anfragen und Antworten, egal wie komplex Ihre Architektur ist.

AnschlieBend verkniipft APM all diese Traces miteinander und liefert eine komplette Ubersicht iiber die Leistung
der Anwendung, von einer sehr allgemeinen Ansicht der Dienste (und deren Interaktionen miteinander) bis hin zu

Einblicken auf Codeebene.

e .
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Moment mal ... Haben wir nicht schon Logs, die uns verraten, was in unseren Anwendungen vor
sich geht? Logs liefern wertvolle Daten mit kontextbezogenen Informationen (iber die Art der
aufgetretenen Fehler oder Ereignisse. Allerdings zeigen uns Logs nicht die End-to-End-Abldufe des
Benutzererlebnisses. Diese Liicken mtissen wir mit APM-Traces (und verteiltem Tracing) schlieBen.

Mit der Kombination aus Logs und Metriken erhalten Sie einheitliche Einblicke in Ihr Okosystem.

Latenz und Fehler sichtbar machen

APM Uberwacht zwei Attribute im Hinblick auf das Benutzererlebnis: Transaktionsdauer und Fehler. Wie lange

dauern HTTP-Anforderungen normalerweise? Wie viele HTTP 500-Fehler treten normalerweise pro Stunde auf?

Latenzprobleme treten auf, wenn die Verarbeitung einer Anforderung langer dauert als gewdhnlich. Zum Beispiel
wenn ein Nutzer auf ein Produkt klickt, um es sich genauer anzusehen, und das Laden der Antwort mehr als
einige Sekunden dauert.

Fehler bedeuten, dass ein unerwartetes Ergebnis aufgetreten ist. Dies kommt vor, wenn eine Anfrage nicht

erfolgreich abgeschlossen wird.

Untersuchungen haben immer das Ziel, Probleme zu beheben. Fir effektive Untersuchungen miissen Teams in
der Lage sein, Ursachenanalysen durchzufiihren, um genau herauszufinden, welche Komponente das Problem
verursacht. Kdnnen wir schnell herausfinden, in welchem Dienst der Leistungsengpass auftritt? Konnen wir

genau bestimmen, welcher Funktionsaufruf oder welche Methode fur das Problem verantwortlich ist? Mit APM

lautet die Antwort auf beide Fragen ,Ja“.

APM uber die Produktion hinaus

Wir erwahnen APM oft im Kontext des Benutzererlebnisses fir Anwendungen in Produktionsumgebungen,
aber APM kommt sogar noch friiher zum Einsatz und wirkt sich auf verschiedene Teams und Umgebungen
aus. APM liefert Entwicklern beispielsweise das benoétigte Feedback zum Erstellen von Code, mit dem sie

die Schleife Entwickeln-Testen-Bereitstellen beschleunigen kénnen.

Viele Unternehmen setzen APM in unterschiedlichen Phasen ein, um die Effizienz der Erstellungs-, QA-
und Bereitstellungsphasen ihrer Apps zu verbessern. Wenn Organisationen APM Uber viele Teams hinweg
einsetzen, konnen sie inre Prozesse verbessern und effiziente Workflows erstellen, um mehr Zeit fir

Innovationen zu gewinnen (und weniger Zeit mit Notfallreparaturen zu verbringen).

Sie haben also die Vorteile gesehen. Lassen Sie uns jetzt einen Blick auf die Funktionsweise von APM werfen.
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Wie funktioniert APM?

Fir APM instrumentieren Sie zunachst samtliche Aspekte Ihres Systems, die Sie iberwachen méchten
(Hosts, Container, Anwendungen usw.). AnschlieBend werden die gesammelten Leistungsdaten zur

Analyse an einen Ort Ihrer Wahl Ubertragen.

APM-Agents

Ein APM-Agent ist eine Bibliothek, ein Plugin oder eine Erweiterung zur Uberwachung der oben beschriebenen
Leistungsmetriken. Je nachdem, welche Komponente Sie Uberwachen mdchten (und in welcher Sprache sie
geschrieben ist) brauchen Sie mdglicherweise einen oder mehrere Agents. Nachdem Sie alle Komponenten
identifiziert haben, die Sie iiberwachen mdchten, stellen Sie APM-Agents in den Komponenten bereit.

Die Agents hdangen zwar vom Anbieter ab, aber die meisten Agents instrumentieren Ilhren Code, sammeln
Leistungsdaten und senden die Daten dann an einen Server oder einen Collector.

Edge-Computer

Anwendung

APM-Agent

Anwendung

APM-Agent

Anwendung APM'
APM-Agent —> Plattform

Anwendung

APM-Agent

Anwendung

APM-Agent

e .
'.‘ elast|c eb-introtoAPM-2020-2566 | elastic.co/de | © 2020 Elasticsearch B.V. Alle Rechte vorbehalten. 7



Instrumentierung und Konfiguration

Bei der Instrumentierung erweitern Sie den Code lhrer Anwendung, um Trace-Daten zu erfassen. Nachdem
Sie die erforderlichen Agents installiert haben, kdnnen Sie die Teile lhrer Anwendung instrumentieren, die Sie
analysieren mochten, um Leistungsdaten zu erfassen und an einen Ort lhrer Wahl zu senden, tUblicherweise

an einen Endpunkt Ihres APM-Tools.

Indem Sie Dinge wie Umgebungsnamen, Samplingraten, Instrumentierungen und Metriken konfigurieren, kdnnen
Sie es lhren Teams erleichtern, die im APM-Tool eingehenden Daten zu identifizieren und zu analysieren. Diese

Werte konfigurieren Sie normalerweise in der GUI und der API des Tools, oder direkt in den Umgebungsvariablen.

Analyse

Nachdem die Leistungsdaten an den Ort Ihrer Wahl Ubertragen wurden, kdnnen Sie mit der Analyse beginnen.
Die meisten Tools haben eine GUI, in der Sie Fehler, Latenzprobleme und andere Anomalien erkennen kénnen,

von denen |lhre Nutzer betroffen sind.

Dies ist ein hervorragender Ort, um gemeldete Probleme zu untersuchen, oder noch besser, um Probleme
zu entdecken, bevor sie sich auf Ihre Nutzer auswirken. Identifizieren Sie genau, in welchen Diensten

(bis auf die Codeebene) Probleme auftreten, um Ursachenanalysen und MTTR zu beschleunigen.
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Wichtige Begriffe

Die einzelnen APM-Tools verwenden mdglicherweise etwas unterschiedliche Begriffsdefinitionen, aber im

Allgemeinen erfassen sie dieselben Informationen, um Einblicke in die Leistung von Anwendungen zu liefern.

Verteiltes Tracing

Beim verteilten Tracing werden samtliche Anfragen nachverfolgt, von der urspriinglichen Webanfrage an lhren
Frontend-Dienst bis hin zu Anfragen an Ihre Backend-Dienste. Auf diese Weise kdnnen Sie die Leistung Uber

Ihre gesamte Microservice-Architektur in einer einzigen Ansicht analysieren.
Mit dem verteilten Tracing kdnnen Sie mihelos Leistungsengpasse erkennen, indem Sie Ereignisse nach Diensten

und anschlieBend nach einzelnen Anfragen innerhalb des Diensts aufschllisseln. Sie kdnnen verschiedene Fehler

und Probleme auf der Codeebene nutzbar identifizieren und Untersuchungen und Ihre MTTR beschleunigen.

Trace sample

16 minutes ago | 82 ms (89.9% of trace) | I
Timeline Metadata
Services [ ] [ ) [ )
Oms 10ms 20ms 30ms 40ms 50ms
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Spans

Alle Einheiten und Komponenten des Workflows werden als Span bezeichnet. Spans sind die Elemente,
die Sie normalerweise in der Wasserfallansicht von APM-Analysetools sehen, oft als horizontale Balken.
Diese Segmente sind das Herzstlck fur lhr verteiltes Tracing. Spans messen die Zeit vom Anfang bis

zum Ende einer Aktivitat und enthalten Informationen Uber die Ausflihrung eines bestimmten Codepfads.

Gangige Attribute von Spans:

« Anfangszeit
« Endzeit

« Name

* Typ

Transaktionen

Transaktionen sind eine Art von Span, die ein Ereignis beschreibt und selbst mehrere Spans umfassen kann.

Beispiele fir Transaktionen:

« Eine Anfrage an Ihren Server
» Ein Batchauftrag

« Ein Hintergrundauftrag

Transaktionen enthalten zusatzliche Attribute, wie etwa Daten Uber die Umgebung, in der das Ereignis erfasst

wird:

Dienst: Umgebung, Framework, Sprache usw.
« Host: Architektur, Hostname, IP usw.

e Prozess: Argumente, PID, PPID usw.

« URL: komplett, Doméne, Port, Abfrage usw.

« Benutzer: (falls angegeben) E-Mail, ID, Benutzername usw.

HTTP Request Response

Transaction

e .
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Traces

Traces messen den Status und die Dauer von Anfragen in lhrer Anwendung. Spans und Transaktionen

bilden gemeinsam einen Trace und schlagen eine Briicke von der Benutzeranfrage bis hin zur Antwort.

Sie werden einzelne Traces flr Aktionen wie die Verarbeitung einer Zahlung, die Bearbeitung einer

abgeschlossenen Bestellung oder die Aktualisierung des Versandstatus sehen.

In Kombination mit den Logs und Metriken aus der Anwendung (und anderen Aspekten lhrer Infrastruktur)

liefern Traces einen vollsténdigen Uberblick tiber Ihr gesamtes Okosystem.

APM

Q search transactions environment Al

Services Traces Service Map

Filters Name Originating service Avg. response time Traces per minute Impact

Real User Monitoring (RUM)

Beim Real User Monitoring (RUM) erfassen wir die direkten Benutzerinteraktionen mit Clients in
Produktionsumgebungen. RUM zeigt Ihnen beispielsweise exakt, wie ein Nutzer mit Ihrer Website
interagiert hat, zusammen mit den aufgetretenen Antwortzeiten und Fehlern. Dazu wird ein Agent
im Browser des Nutzers verwendet, der die Leistungsdaten sammelt und zur Analyse an das
APM-Tool Ubertragt.
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Auswahl eines APM-Tools

Wie bei jeder Toolauswahl sollten Sie zunachst Ihre Anforderungen eindeutig definieren. Berlicksichtigen Sie
beim Auflisten Ihrer Anforderungen auch lhr zukiinftiges Wachstum und lhre zukiinftigen Bedurfnisse. Planen
Sie eine Machbarkeitsstudie (Proof of Concept, PoC), um sicherzustellen, dass das Tool Ihre Anforderungen
wirklich erfullt. Funktionieren die gezeigten und vom Anbieter beworbenen Fahigkeiten in Threr Umgebung wie

erwartet? Mit einer PoC kénnen Sie Uberraschungen und versteckte Kosten in spateren Phasen vermeiden.

Technische Fahigkeiten

Erstellen Sie eine Checkliste mit den erforderlichen Features fur lhre spezifischen technischen Anforderungen.
Erstellen Sie eine grindliche und differenzierte Liste Ihrer Anforderungen. Die folgende Liste ist zwar nicht

vollsténdig, bietet aber einige DenkanstoBe:

« Unterstiitzung fiir Sprachen und Frameworks

» Unterstitzt das APM-Tool die wichtigsten Sprachen und Frameworks in Ihrer Umgebung?

« Tiefe und Umfang der Einblicke

« Liefert das Tool Leistungseinblicke auf der Codeebene?

« Erhalten Sie End-to-End-Einblicke in lhren Tech-Stack?

v/ Funktionen fiir Suche, Analytics und grafische Erkundung

« Enthalt das Tool eine kuratierte GUI fir proaktive und reaktive

Untersuchungs-Workflows?

« Enthalt es grafische Tools wie Wasserfall- und Abhangigkeitsdiagramme,

um die Leistung verteilter Apps analysieren zu kdnnen?
« Bietet es eine flexible (und schnelle) Abfragesprache fur Ad-Hoc-Untersuchungen?

« Erhalten Sie ein flexibles Visualisierungs-Framework, das tUber die standardmaBig

von Anbietern bereitgestellten Dashboards hinausgeht?

+ Integration in Ihr gesamtes Okosystem

» Lasst sich das Tool nahtlos in die restlichen Standard-Tools in Inrer Umgebung integrieren,
z. B. PagerDuty fir Incident-Reaktionen, ServiceNow fir die Fallbearbeitung oder Slack
fur Benachrichtigungen? Wie steht es mit Ihren CI/CD-Frameworks, um die Leistungs-

auswirkungen von Codepushes und Deployments automatisch nachverfolgen zu kénnen?

'l .
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Nutzerfreundlichkeit

Bei der Auflistung der technischen Feature-Anforderungen sollten Sie die Nutzerfreundlichkeit und Barrierefreiheit
der einzelnen Features bertcksichtigen. Denken Sie an die verschiedenen Rollen, die mit dem Tool interagieren
werden, und berlicksichtigen Sie deren Erfahrungen, Erwartungen und Workflows, um die Frage nach der
Nutzerfreundlichkeit zu beantworten. Betrachten Sie fiir Ihre Bewertung nicht nur das Einstiegserlebnis,

sondern auch den kontinuierlichen Verwaltungsmehraufwand.

* Wie schnell kdnnen Sie eine Anwendung instrumentieren und Einblicke erhalten?
« Ist die GUI intuitiv und nutzerfreundlich?

»  Wie aufwandig ist die Bereitstellung der Losung?

« Wie einfach ist es, die Plattform zu aktualisieren? Wie steht es mit den Agents?

« Kdénnen die Agents zentral von einem einzigen aus verwaltet werden?

« Wie aufwandig ist die Skalierung der Losung (in beide Richtungen)?

Deployment-Optionen

Es ist wichtig, dass das ausgewahlte APM-Tool lhre Vorlieben im Hinblick auf die Softwarenutzung unterstitzt.

« Bevorzugen Sie SaaS-Optionen, um Betriebs- und Verwaltungskosten zu senken?

« Madchten Sie eine Option, die Ihnen dabei hilft, Ihre jahrlichen Ausgabenverpflichtungen beim Cloudanbieter

Ihrer Wahl (AWS, Azure, Google Cloud usw.) zu reduzieren?

« Brauchen Sie ein selbstverwaltetes Angebot, weil Cloudldsungen aus Kosten- oder Compliancegrinden nicht

in Frage kommen?

« Verfolgen Sie eine Multi-Cloud- oder Hybrid-Strategie und méchten lhre APM-L6sung naher bei den Workloads

ausflihren, um Datenlbertragungskosten oder die Latenz zu reduzieren?

Unterstiitzung fiir offene Standards und offene Daten

Im Bereich Observability werden zunehmend offene Standards entwickelt und eingesetzt, wie etwa
OpenTelemetry (eine Kombination der beiden offenen Standards OpenTracing und OpenCensus) als
standardmaBiges, anbieterneutrales Instrumentierungsframework. Diese Initiativen helfen Entwicklern
dabei, ihre Anwendung maoglichst einfach in eine andere APM-L&sung zu migrieren, ohne sie neu zu

instrumentieren.
Wenn Sie vorhandene Apps mit einem offenen Standard wie etwa Jaeger instrumentiert haben, kdnnen Sie die

Migration mit einem entsprechenden Tool beschleunigen und vereinfachen. Offene Standards verbessern auch

die Zukunftssicherheit Ihrer Investitionen.
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Architektur und Skalierbarkeit

Prifen Sie, ob das Fundament und die Architektur des ausgewahlten APM-Tools robust genug fur Ihre aktuelle
und zukiinftige Umgebung sind. Ihre Fahigkeit, Leistungsprobleme in Anwendungen schnell untersuchen und
beheben zu kénnen, hangt von der Leistungsfahigkeit lhres APM-Tools ab. Fihren Sie bei der Bewertung
Ihres APM-Tools unbedingt Lasttests durch (oder werten Sie Benchmark-Daten aus, falls Lasttests nicht in
Frage kommen), um sicherzustellen, dass die Losung das erwartete Ingestions- und Abfragevolumen in Ihrer

Umgebung verarbeiten kann, ohne unter der Last einzuknicken.

Basiert das Tool auf einer einfachen Architektur? Oder verwendet es intern einen Flickenteppich von

Frameworks, der irgendwann nachgeben wird?
« Unterstitzt die Losung Hochverflgbarkeit?
» Lasst sie sich problemlos skalieren, um Lastspitzen im Gberwachten Datenvolumen verarbeiten zu kénnen?

« Gibt es fur das verarbeitete Volumen (Apps, Metriken, Abfragen usw.) irgendwelche Limits?

Sicherheit

Die Sicherheitstberprifung sollte bei lnrem Tool-Auswahlverfahren eine wichtige Rolle spielen. Beriicksichtigen

Sie unbedingt die beiden folgenden Aspekte:

1. Das Sicherheitsengagement des APM-Anbieters im Hinblick auf Entwicklung und Bereitstellung

» Bendtigen die in Ihren Anwendungen bereitgestellten APM-Agents UbermaBige Berechtigungen?

« Wird der Datenverkehr zwischen internen Komponenten angemessen verschlisselt und geschitzt?

« Verwendet das Tool die erforderlichen Zertifizierungen (insbesondere fir SaaS-Ldsungen)?
« Verwendet das Tool Erweiterungen von Drittanbietern? Wie sicher sind diese Erweiterungen?

2. Zugriff auf das APM-Tool sichern und kontrollieren
e Lasst sich das Tool in das Zugriffsverwaltungssystem lhres Unternehmens integrieren?
o Unterstitzt das Tool eine rollenbasierte Zugriffssteuerung mit differenziertem

Berechtigungsmodell?
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Fahigkeiten, die liber APM hinausgehen

Denken Sie beim Bewerten von Tools Uber die typischen Grenzen von APM hinaus. Der Bedarf nach
konsolidierten Tools und einheitlichen Einblicken fiihrt dazu, dass viele Organisationen APM mit Logs und
Metriken kombinieren — den beiden anderen ,,Grundpfeilern der Observability” — um Untersuchungen zu
beschleunigen und ihre MTTR zu verkiirzen. Uberpriifen Sie, ob das APM-Tool diese einheitliche Vision
unterstitzt und Logs und Metriken im Kontext der Anwendungs-Trace-Daten bereitstellt. Ist es in der Lage,
Daten auBerhalb von lblichen IT-Umgebungen zu ingestieren, wie etwa Sentimente aus sozialen Netzwerken
oder Supportanfragen von Kunden?

Preise

Zuletzt sollten Sie auch die Preisoptionen sorgfaltig abwagen, um sicherzustellen, dass das Tool Ihrer Wahl
Sie nicht zu Kompromissen im Hinblick auf lhre Transparenz- oder Uberwachungsziele zwingt. Wie auch bei
vielen der anderen Kriterien sollten Sie sowohl Ihre aktuelle als auch Ihre zukiinftige Nutzung (und Architektur)
beriicksichtigen. Es gibt sehr unterschiedliche Preismodelle fir APM-Ldsungen: nach der Anzahl von Agenten
oder Hosts, nach Hardwareressourcen usw. Manche Anbieter erheben auch zusatzliche Kosten beim
Uberschreiten bestimmter Schwellenwerte (zum Beispiel fiur die Anzahl von Containern oder Metriken).

Hier sind einige Fragen, die Sie sich im Hinblick auf Preismodelle stellen sollten:

» Entspricht das Preismodell Inren Geschéaftsanforderungen und Ihren Architekturentscheidungen?

«  Wie skalieren die Kosten mit Ihrem geplanten Wachstum und Veranderungen an lhrer Architektur

(z. B. von Monolith zu Microservices)?

« Gibt es eine kostenlose Preisebene? Was ist in der kostenlosen Ebene enthalten? Gibt es irgendwelche

Nutzungseinschrankungen?

* Welche Supportebene ist im Preis enthalten?
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Uber Elastic

Als beliebteste Open Source-Logging-Plattform bringt Ihnen Elastic Geschwindigkeit,
Skalierbarkeit und Relevanz fur Ihr APM.

Beim Untersuchen von Problemen, die sich auf Nutzer auswirken, zahlt jede Sekunde. Mit Elastic APM werden
Ilhre Leistungsdaten als Index in Elasticsearch gespeichert, damit Ihre Teams Leistungsengpasse in Echtzeit
finden kdnnen. Elastic APM bietet auBerdem Service Maps mit Machine Learning, benutzerdefinierte
Warnungsoptionen und mehr, damit Sie Ihren Nutzern ein besseres digitales Erlebnis bieten kénnen.

Unter elastic.co/de/apm finden Sie weitere Informationen.

APM ist nur ein Teil des Puzzles. Vereinen Sie lhre Logs, Metriken und APM-Traces in einer Plattform,

um vollstédndige Observability fiir Inr gesamtes Okosystem zu erhalten. Unter elastic.co/de/observability

finden Sie weitere Informationen.

Kostenlosen Test noch heute starten
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http://elastic.co/de/apm
http://elastic.co/de/observability
https://www.elastic.co/de/observability/application-performance-monitoring
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